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Fully managed, reliable, and scalable Elasticsearch service.  

 

 

Easy and Scalable Log Analytics  

Inside a VPC 

 

Mac / Linux Proxy Instructions 

  



Set up an SSH tunnel to forward your local traffic to Amazon ES [Mac and Linux] 
In order to load Kibana on your laptop’s browser, you need to send the traffic to your Amazon ES 

domain. Since the domain is in your VPC, and your Amazon ES cluster is in a private subnet, you must 

pass the traffic through the linux management portal.  

You need the public IP address of the Linux management portal instance. Navigate to the 

CloudFormation, AWS console. Click the parent stack to view the details. 

Then click the Outputs tab. 

 

 

Find the LinuxAndMacPortForwardingCommand 

Open the Terminal app and use the command found in the value to set up SSH tunnel forwarding.   For 

example, mine value looks like so: 

ssh -i /path/to/your/key.pem -N -L 9200:vpc-labdomain-eyuuha4ardsfggfmr3gynnh5me.us-east-

2.es.amazonaws.com:80 ec2-user@18.218.113.31 

Be sure to use the location of your pem file (created in prior instructions for the lab) as the replacement 

for the italic, underlined value (/path/to/your/key.pem). 

Open your browser and hit http://localhost:9200/_plugin/kibana. You will see a splash screen, followed 

by 



 

Kibana is now in place and with your browser and a proxy.  

 


